
Q2 Security Insights  
is for an FI that wants: 
• Deeper visibility into the

full set of network traffic

managed by Q2.

• Access to real-time updates

from Q2’s threat feeds that

an FI can ingest and leverage

to help protect their non-Q2

hosted digital assets.

• Curated intelligence on security

topics impacting the industry in

a  monthly bulletin.

Q2 Security 
Insights
Premium offerings for 
deeper security data 
 

Our financial institutions (FIs) can now choose to use Q2 Security 

Insights to be further enriched with security data and actions that 

will allow them access to continuous validation that Q2 is 

adequately protecting them on the platform. Those using the 

premier services of Q2 Security Insights will be able to correlate 

signals from their specific Q2 stack for their own security 

assessment purposes. 



What’s offered as part of 
Q2 Security Insights? 
Q2 Edge Traffic Export service. This premier service streams 

all perimeter web (HTTPS) requests and security event 

logs (json format) to our customers for direct consumption, 

providing customers full granularity and visibility into every 

single request to an FI’s online banking ecosystem.

Q2 Threat Feed Export. Q2’s SOC curates IP intelligence 

from across all of our distributed cloud sources and 

consolidates it into a threat feed we use internally to protect 

our full product portfolio. For our FIs purchasing Q2 Security 

Insights, they receive real-time updates from this feed to help 

defend against threats to non-Q2 hosted digital assets.

Q2 SIRT Threat Bulletin. We will provide the Q2 Security 

Incident Response Team (SIRT) bi-weekly security bulletin. 

Recipients will have articles relevant to the industry, with 

a focus on financial services—it’s another useful asset in 

maintaining awareness of the current security landscape.
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For more information, go to Q2.com or 
call (833) 444-3469.

Q2 Security Insights – an optional 

set of premium security offerings  

is available to enhance the  

security and observability of their 

Q2-hosted platform.

For Q2 FIs seeking more 
security awareness.


